Post Graduate Diploma in
Cyber Security &
Forensics (PG-DCSF)

PG-DCSF: Cyber Forensics, Ethical Hacking,
Python, Pentesting

The PG-DCSF course enables learners to gain
knowledge and skills in a series of current and
advanced concepts in cyber security and forensics.

Course Highlights

» Well established courses with excellent placement
ds.
Course Modules SRS
. 24-week full-time courses with 900 hours' theory +

. Linux & Windows Server Administration lab + project.

: Network Essentials . 6-8 hours per day theory + lab sessions on 6 days a
. . week in most centres.
«  Ethical Hacking

communication and interview skills.

. Python Programming 3 Continuous lab and internal assessments during <
. the course. ]
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«  Penetration Testing and Incident Response E::tt::shsw cokins:enid thesty exathsacrossil =
. Secure Programming ' ) . . x
s - . i . Courses designed and developed in consultation ]

: REULF ApRratians an SIS RIIEnL with the domain experts in C-DAC, academia and =
«  Aptitude and Effective Communication ICT industry. &
+  Project B Expert faculty from C-DAC and ICT industry with 3
widespread domain knowledge. iy

. Tutorials, hands-on and projects relevant to the §

standards of the ICT industry. =

. Special training on aptitude, effective §
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